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I Although Software-as-a-Service (SaaS) applications are great for business,
| your cloud data is vulnerable and needs extra protection. The shared

I responsibility model clarifies how security responsibilities are

: divided between you and Saas providers.
I

«/ Protects your physical
infrastructures, including
servers and hardware.

« Ensures you can access
resources and services
smoothly.

+ Routinely backs up data.

« Secures data through
encryption.

+/ Manages user accounts
and passwords.

«/ Ensures only authorized
personnel have access to
systems and assets.

« Cloud provider keeps your
business secure,
but you must protect your
data.

v You can’t solely rely on
security tools shared by
cloud providers.

«/ Every cloud provider has
a different approach to
security responsibilities.

 Work with your IT service
provider to develop a
holistic security plan for
your business.
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